CS 2664 Assignment #4  Protocols and Tools                
1.  Assume you looking for a host on a Class C private network 192.168.2.0 . Your hostID is 27 with the MAC address of 98:45:23:4F:67:CD and you are looking for hostID 147. What protocol would you use to find this information?

2. Using the information in question 2, draw a picture of the packet. The first few fields are filled in for you (please fill in using binary notation) :

	00000000 00000001
	00001000 00000000
	

	0000 0110
	0000 0100
	
	

	

	
	

	

	
	


Note: The MAC address uses hexadecimal: A= 10, B= 11, C = 12, D= 13, E = 14, F =15

4. Assume you get a reply from the host with a MAC Address of 11:00:00:11:00:12, What does the resulting packet look like? The first few fields have been filled in assuming you are using Ethernet, Ipv4, and that the fields correspond to 4 and 6 bytes.

	00000000 00000001
	00001000 00000000
	

	0000 0110
	0000 0100
	
	

	

	
	

	

	
	


5. Perform a checksum on the following binary numbers:

  0000 1111

  0000 0000  <---CHECK SUM

  1010 1010

  0000 0001

6. Verify that this is the correct answer by 'checking' the checksum.

7. What is an example of an ICMP message? (Give a short description of what this message is and what it signifies)

8. A TCP connection is in the ESTABLISHED state. The following events occur one after another:
   a) A FIN segment is received.
   b) The application sends a “close” message.
What is the state of the connection after each event? What is the action after each event? (What messages are sent if any). Feel free to use a diagram.
9. Assume that a TCP connection is in the ESTABLISHED state. The first byte is numbered 20, 454. 2800 bytes of data need to be sent. Assume that each packet contains 1200 bytes of data. Also assume that the first two packets arrive immediately and that the other side responds with an ACK at this point (before the third packet is delivered).  Draw the sequence diagram as shown in class.

10.  Arp Cache Tables. 

REMEMBER:

i) Assume that the cache's are checked for consistency every 60 seconds.

ii) Assume new rows get a fresh time-out of 900 seconds. Do NOT increase the time-out of OLD rows. They are set to expire for a reason.

iii) Assume that if attempts are greater than or equal to 5, then the cache entry is freed.

iv) Assume that the table has just finished a consistency check before a) happens.
Given the following ARP cache table, show the state of the table after the following:
	State
	Queue
	Attempt
	Time-out
	Protocol Addr.
	Hardware Addr.

	P
	5
	4
	
	10.4.7.3
	

	F
	
	
	
	
	

	R
	12
	
	100
	192.168.7.17
	AB:CD:EF:01:23:45

	R
	2
	
	35
	191.1.7.23
	00:12:34:56:78:9A


a) 45 seconds elapse before anything happens, then two simultaneous requests are made for IP address 192.168.7.16. Show the new table

b) 20 seconds expire, then a request for IP address 192.168.7.17 is made. Show the new table.

